Cybersecurity Policy & Risk Management (CPRM)

# Course numbers with the # symbol included (e.g. #400) have not been taught in the last 3 years.

CPRM 720 - Policy Development and Communications
Credits: 4
Discover the fundamental concepts and practices for developing and drafting organizational policy, including related documents to support implementation. Explore how to communicate policies to internal and external audiences (in both written and oral communications). Learn how to incorporate organizational priorities and mandates into managerial policies. Case studies are primarily based in security studies, but other professional fields are welcomed.

CPRM 790 - Organizations, Change Management, and Leadership
Credits: 4
This course examines both private and public institutions as systems whose effectiveness depends on how an organization adapts to opportunities, threats, and demands (external and internal). Students explore the design and leadership of ethical and socially responsible organizations. In course examples and exercises, students will apply this knowledge to their respective research interests (e.g., cybersecurity, analytics, criminal justice, public health, etc.).